
KASRA Members: 

 

A reminder -- Any messages that tell you that you have an eCard from  

 "A Neighbor" or "A Classmate" or "A Family Member" are Spam.   Do 

not click on the link.  Clicking  on the link will take you to a website that  

will try to install some evil malware on your computer. 

  

Real eCards always tell you the specific individual that sent them, not  

some generic sender (e.g. "A Friend"). 

  

In any event, be leery of any email that you receive that requires you to click 

on a link.  Although the link may look legitimate, it may not be!  Do not click 

on the link if you do not know the sender of the email.  Even with a sender who 

you know, it is safer to ask  if they sent the link to you and whether it is safe  

to open.. 

 


